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The Pensions Regulator’s
General code of practice: 
Spotlight on good governance

Significant new governance requirements raise the bar for trustees
The Pensions Regulator’s (TPR) new General Code of Practice (the Code) was laid in parliament 
on 10 January 2024. It is expected to take effect from 27 March 2024. The Code consolidates 10 of 
the 15 existing Codes into one governance handbook and also incorporates the requirements of the 
second European Pensions Directive (commonly known as IORP II) as reflected in the Governance 
Regulations1. The Code introduces new governance responsibilities for trustees of both DB and DC 
pension schemes.

Having a defined and robust governance framework for your scheme is fundamental to making 
good decisions and achieving better outcomes for your members. It puts your scheme ahead 
of the pack when it comes to dealing with the unexpected and taking advantage of market 
opportunities. We welcome the overall aim of the Code and encourage governing bodies2 to 
embrace the new requirements proportionately and in a way that enhances how they operate. 

This summary highlights the key aspects of the new Code. If you would like any assistance or 
further information, please contact us.
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What you can do to embrace the new 
Code

	3 Familiarise yourself with the Code and TPR’s 
expectations.

	3 Receive training on the new Code if you haven’t 
done so already.

	3 Decide who will carry out the risk management 
function. 

	3 Review your scheme’s governance frameworks 
against the effective system of governance 
(ESOG) requirements so that you can identify any 
gaps that might need to be addressed. We call 
this an ESOG gap analysis.

	3 Consider how you will resource these additional 
governance requirements and who will carry out 
your first own risk assessment (ORA).

1The Occupational Pension Schemes (Governance) (Amendment) Regulations 2018.
2A ‘governing body’ refers to Trustees or managers of occupational pension schemes, personal pension schemes and public service schemes that are regulated by TPR.
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Many pension schemes will already have robust governance frameworks 
in place and meet most of the requirements for an effective system of 
governance. However, it is likely some changes to schemes’ existing 
policies and processes will be required. In particular, trustees will need to 
meet the new requirements of putting in place written policies on:

•	 the remuneration of all persons or corporate bodies who effectively run the 
scheme (noting that there is no longer a requirement to publish this online);

•	 the appointment of advisers and providers;

•	 continuity and succession planning for trustees, advisers and providers;

•	 the identification and management of adviser conflicts; and

•	 IT systems and cyber security.

Trustees with 100 members or more should have in place a proportionate 
risk management function that is responsible for identifying, evaluating, 
monitoring and reporting on key risks and internal controls.

Once an effective system of governance is established, each element should be 
reviewed at least every three years (or sooner if there is significant change to the 
scheme’s governance or key risks) to see whether it is functioning as planned. 
Trustees should have policies in place for effective system of governance reviews, 
and these policies should also be reviewed every three years.

Effective system of governance (ESOG)
Schemes are required to establish and operate an effective system of 
governance. Whilst TPR have broadly the same expectations for each type 
of scheme, the systems and controls put in place by a scheme should be 
proportionate to its size, nature, scale and complexity.

For more information, read 

our Effective System of 

Governance guide. 

An effective system of governance framework will include processes and 
procedures relating to:

The management of the governing body, including its role, meetings 
and decision-making, remuneration, knowledge, dispute resolution, and 
continuity planning.

The organisational structure of the governing body, including the role 
of the chair, management of conflicts of interest, managing advisers and 
providers, and the risk management function.

Investment matters, including investment governance, decision-making, 
monitoring, stewardship, and climate change.

Communications and disclosure to members.

ESOG

Management of 
activities
•	Role of the 

governing body

•	Meetings and 
decision-making

•	Remuneration and 
fee policy

•	Knowledge and 
understanding

•	Governance of 
knowledge and 
understanding

•	Dispute resolution 
procedures

•	Scheme continuity 
planning

Organisational 
structure
•	Appointment and 

role of the chair

•	Conflicts of interest

•	Managing advisers 
and service 
providers

•	Risk management 
function

Investment matters
•	Investment governance

•	Investment decision-making

•	Investment monitoring

•	Stewardship

•	Climate change

•	Statement of Investment 
Principles

Communications and disclosure
•	General principles for member 

communications 

Internal Controls
•	Identifying, evaluating and 

recording risks

•	Internal controls

•	Financial transactions

•	Record-keeping

•	Data monitoring and 
improvement

•	Receiving contributions

•	Monitoring contributions

•	Maintenance of IT systems

https://www.lcp.com/media/scspqwyz/understanding-the-code-of-practice-guide-to-esog.pdf
https://www.lcp.com/media/scspqwyz/understanding-the-code-of-practice-guide-to-esog.pdf
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Own risk assessment (ORA)
The most significant new requirement is for schemes with 100 member 
or more3 to undertake and document an own risk assessment, which is an 
examination of how well the effective system of governance is working and 
how any potential risks are being mitigated. It is different because it goes 
beyond a scheme’s usual risk management processes.

The Code sets out what an own risk assessment will need to cover, in 
particular: 

How the trustees have assessed - the effectiveness of each of the 
policies and procedures covered by their own risk assessment and 
whether the trustees consider these to be effective and why.

Policies for the governing body – including how risk assessment 
and mitigation is integrated into management and decision-making 
processes, and policies relating to the role and knowledge of the 
governing body.

Risk management policies – including internal controls policies, 
management of conflicts, and continuity and succession planning.

Investment – including investment governance processes, 
stewardship, investment monitoring and decision-making, climate 
change, protection of member benefits on sponsor insolvency, 
assessment of protection mechanisms such as sponsor guarantees, 
and risks relating to indexation of benefits.

Administration – including risks associated with financial 
transactions, scheme records and receiving contributions and how 
the trustee manages overdue contributions.

Payment of benefits – including how the governing body assesses 
operational risks such as record-keeping and payment of benefits, 
and the management of risks relating to potential reductions to 
member benefits.

3Excluding authorised Master Trusts and most public sector schemes

For more information, 

read our Own Risk 

Assessments Made 

Simple Guide

What are the timescales for producing an ORA?
A scheme’s first ORA must be prepared:

(i) within 12 months beginning with the last day of the first scheme year that 
begins after the Regulator has issued the Code; or

(ii) if later—

(a) within 15 months beginning with the date on which the governing body is 
next required to obtain an actuarial valuation; or

(b) by the date on which the governing body is next required to prepare an 
annual Chair’s statement.

It is not necessary for all elements forming an ORA to be assessed at the same 
time, but the ORA should be completed at least every three years.

The ORA must be in writing and signed by the Chair of Trustee and made 
available to TPR on request. The findings of each own risk assessment should be 
incorporated into the Trustees decision-making and risk management processes 
and may result in changes to the scheme’s governance frameworks.

July 2022

OWN RISK 
ASSESSMENTS 
MADE SIMPLE GUIDE

THE MEMBER
BACKING
PENSIONS AND
LIFETIME SAVINGS
ASSOCIATION

https://eur01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.lcp.com%2Fmedia%2Fvsnn3ewr%2Fown-risk-assessments-2022.pdf&data=05%7C02%7CDorothy.Mendoza%40lcp.uk.com%7C222c1c44356746e1fe0508dc1b50c3b8%7C77c0b9a377fd44d787b62b6621d23e83%7C0%7C0%7C638415280928930176%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=GcEHZd0orVBFKvj5g%2FUWDDRvKnZ8%2FQzwYyqV3m2yh7M%3D&reserved=0
https://eur01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.lcp.com%2Fmedia%2Fvsnn3ewr%2Fown-risk-assessments-2022.pdf&data=05%7C02%7CDorothy.Mendoza%40lcp.uk.com%7C222c1c44356746e1fe0508dc1b50c3b8%7C77c0b9a377fd44d787b62b6621d23e83%7C0%7C0%7C638415280928930176%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=GcEHZd0orVBFKvj5g%2FUWDDRvKnZ8%2FQzwYyqV3m2yh7M%3D&reserved=0
https://eur01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.lcp.com%2Fmedia%2Fvsnn3ewr%2Fown-risk-assessments-2022.pdf&data=05%7C02%7CDorothy.Mendoza%40lcp.uk.com%7C222c1c44356746e1fe0508dc1b50c3b8%7C77c0b9a377fd44d787b62b6621d23e83%7C0%7C0%7C638415280928930176%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=GcEHZd0orVBFKvj5g%2FUWDDRvKnZ8%2FQzwYyqV3m2yh7M%3D&reserved=0
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Our services

Governance 
Healthcheck

•	 Review your existing governance framework against 
the effective system of governance requirements of 
the Code of Practice.

•	 Identify any governance gaps for the trustees or  
in-house teams to address.

Governance 
Healthcheck 
Plus

•	 In addition to the Governance Healthcheck services: 
drafting and implementing any new policies and 
procedures that have been identified to meet ESOG 
requirements.

LCP’s own risk 
assessment 
(ORA) service

•	 Specialist own risk assessment in line with TPR 
guidelines.

•	 Identification of any areas that require further focus.

•	 Presentation of findings to the board and assistance 
with agreeing next steps.

How we can help
LCP’s Pensions Management Consulting team of governance consultants and scheme managers, along with other specialists at LCP, are well placed to help you 
meet the new requirements in the Code of Practice.

How our approach benefits you

	3 Specialist support provides comfort of good governance.

	3 Professional support introduces independence.

	3 Gives the trustees a clear plan of action of what areas need more 
focus.

	3 Trustees benefit from our deep understanding of governance 
best practice and our experience of working with many different 
schemes.

	3 Relieves the extra governance burden that might otherwise fall to 
the in-house pensions team or the trustees themselves.

	3 Allows trustees to focus on high-level and strategic issues, leaving 
the detail to us.

	3 Our support is tailored to meet your needs and the approach 
taken will be proportionate to your scheme’s size, nature, scale 
and complexity.
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Rachika Cooray 
Partner, Head of Governance and 
Trustee Executive Services
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Want to find out more?
If you would like further information, please contact one of our specialists or 
your regular adviser for more support.

John Clements  
Partner, Investment specialist

John.Clements@lcp.uk.com 
+44 (0)20 7432 0600

Claire Jones  
Partner, Head of Responsible Investment

Claire.Jones@lcp.uk.com 
+44 (0)1962 873373

Katie Walker                                   
Consultant,  
Governance Specialist

Katie.Walker@lcp.uk.com 
+44 (0)20 7432 6600

George Currie  
Senior Consultant, DC Specialist

George.Currie@lcp.uk.com 
+44 (0)20 3824 7424

Jill Ampleford  
Partner, Head of Trustee Consulting

Jill.Ampleford@lcp.uk.com 
+44 (0)20 7432 6757
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At LCP, our experts help to power possibility by navigating you through complexity to make decisions that matter to your 
business and to our wider society. We are powered by our desire to solve important problems to shape a more positive future. 
We have market leading capabilities across pensions and financial services, insurance, energy, health and analytics.
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We are also experienced in supporting 
trustees and sponsors with many areas  
of governance including the following:

•	 Board effectiveness reviews 

•	 Risk reviews

•	 Professional trustee secretarial and 
trustee executive services

•	 Adviser performance reviews

•	 Strategic business planning

•	 Bespoke trustee training

•	 Board diversity training

•	 Groupthink workshops

•	 MNT selection processes

•	 Professional trustee selection

•	 Third party administrator procurement

•	 Review of trustee skills and 
competencies

•	 Online document storage

•	 Trustee governance policies

•	 Advice on board composition

•	 PRINCE II project management

•	 Integrated Risk Management

•	 Conflicts management

•	 Value for Members assessment  
(carried out by our DC team)

•	 Cyber resilience workshops
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